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Độc lập - Tự do - Hạnh phúc 
 

Điện Biên, ngày        tháng 8 năm 2025 

 

Kính gửi: Các cơ quan, đơn vị trực thuộc Sở Y tế 
 

Thực hiện Công văn số 3904/CV-TBATANM ngày 05/8/2025 của Tiểu 

ban an toàn, an ninh mạng tỉnh về việc chấn chỉnh công tác bảo đảm an ninh, an 

toàn thông tin, phục vụ chuyển đổi số và hoạt động chính quyền địa phương 02 

cấp, Sở Y tế yêu cầu các cơ quan, đơn vị: 

1. Tiếp tục tổ chức quán triệt và triển khai thực hiện nghiêm túc Luật An 

ninh mạng và các văn bản hướng dẫn thi hành trong công tác bảo đảm an ninh 

mạng, an toàn thông tin, bảo mật cho hệ thống thông tin và trong quá trình khai 

thác, sử dụng dữ liệu dân cư. 

2. Tổ chức kiểm tra, đánh giá việc quản lý, vận hành, sử dụng hệ thống 

máy tính, thiết bị lưu trữ, mạng internet tại cơ quan, đơn vị để kịp thời phát hiện, 

khắc phục các sai sót, vi phạm về bảo mật an ninh, an toàn thông tin. 

3. Thực hiện đánh giá cấp độ, xây dựng hồ sơ an toàn hệ thống thông tin 

và gửi về Công an tỉnh (qua Phòng PA05) để thẩm định hồ sơ trước khi triển 

khai các biện pháp bảo vệ phù hợp theo quy định tại Nghị định số 85/2016/NĐ-CP, 

tiêu chuẩn TCVN 11930:2017. 

4. Chỉ đạo bộ phận chuyên trách về CNTT tại cơ quan, đơn vị chủ động rà 

soát toàn bộ máy tính, tuyệt đối không sử dụng thiết bị cá nhân để xử lý công 

việc chuyên môn, gỡ bỏ các phần mềm điều khiển từ xa không rõ nguồn gốc; 

xóa toàn bộ tài khoản, mật khẩu lưu tự động trên trình duyệt.  

Đối với các cơ quan, đơn vị chưa có đường truyền internet riêng cho 

người dân thì bổ sung thêm 01 đường truyền internet riêng biệt cho người dân sử 

dụng dịch vụ công để tránh nguy cơ mất an toàn thông tin của hệ thống xử lý 

công việc. Kiểm tra lại vị trí lắp đặt camera an ninh, không để ghi hình trực tiếp 

vào màn hình máy tính hoặc khu vực lưu trữ thông tin nhạy cảm. 

5. Xây dựng Quy chế sử dụng thiết bị công nghệ thông tin, quản lý mật 

khẩu, tài khoản truy cập hệ thống thông tin; phân công cụ thể cán bộ chịu trách 

nhiệm giám sát; nghiêm cấm việc sử dụng chung tài khoản, chia sẻ không mã 

hóa mật khẩu đăng nhập vào các phần mềm dịch vụ công. 

6. Về hệ điều hành và phần mềm diệt virus bản quyền: quan tâm bố trí 

kinh phí mua sắm phần mềm Windows bản quyền theo nhu cầu thực tế tại 

từng đơn vị. Phối hợp chặt chẽ với các đơn vị chuyên trách về an toàn, an 
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ninh mạng để kịp thời phát hiện, xử lý các nguy cơ mất an toàn thông tin, sự 

cố an ninh mạng. 

Nhận được Công văn này, lãnh đạo các đơn vị khẩn trương, nghiêm túc 

chỉ đạo triển khai thực hiện, đảm bảo các nội dung, yêu cầu./. 

 
Nơi nhận: 
- Như trên; 

- Lãnh đạo Sở Y tế; 

- Lưu VT, VP. 

KT. GIÁM ĐỐC 

PHÓ GIÁM ĐỐC 

 

 

 

 

 

 

Phạm Văn Mẫn 
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	Phạm Văn Mẫn<manpv.syt@dienbien.gov.vn> đã ký lên văn bản này!


		2025-08-09T12:31:03+0700


		2025-08-09T12:31:03+0700


		2025-08-09T12:31:27+0700




